
 

 

Information Security Policy 

 

Information security is not only a legal liability for companies to protect certain information, but is 

an increasingly important area for today's enterprises for maintaining the sustainability of their 

business, as well as their competitive edge. Information security has a strategic importance for 

our organization, which is not only defined by its employees, but also by its customers, business 

partners and shareholders. 

It is not possible to establish sound information security by technological measures alone. Based 

on the ISO 27001 Information Security Management System, Standard Profil Group has 

developed risk assessment and risk processing plans for relevant business processes. We 

determined duties and responsibilities pertaining to information security, and laid out business 

continuity and emergency management procedures. We raised awareness across the Group on 

information security and threats. We hence met the requirements of ISO 27001 Standard and 

obtained our certificates in 2015, as evidence of the efficiency of our information security 

measures. 

space 

Standard Profil Group shares its information security goals and commitment with all relevant 

parties via the Information Security Policy. 

The main objective of Standard Profil Group in this regard is to manage all information security 

risks in order to ensure the sustainability of high-quality and reliable services, protection of 

information kept in accordance with the law and through daily operations, retention of the 

strategic competitive edge 

 


