
 

 

Information Security Policy 

 
 
Primary objective of Standard Profil is as defined here in below; 

 

To ensure our continuity of quality and reliable service, To protect our daily operations and the 

information held by laws,The reliability of our company, To manage all kinds of information 

security in order to guarantee our corporate reputation and strategic competitive advantage and for 

these purposes;  

 

We are dedicated to fulfil the followings for our information assets;  

 

• Protection against unauthorised use as per the principle of “Confidentiality”,  

• Correct and accurate content as per the principle of “Integrity”,  

• Accessibility whenever needed as per the principle of “Accessibility”,  

 

In line with this, we are committee to provide for the necessary systems and sources for the 

followings:  

 

• Ensuring all personnel and stakeholders are aware of information safety and comply with                   

all policies and procedures released accordingly, 

• Ensuring compliance with all legal legislation and agreements relating to our operations,  

• Handing information safety violations and preventing them from being repeated,  

• Constant improvement of the information safety management system.  
 


